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Anomauia: Y cmammi po3ensaHymo npoobiemy 3axucmy 6i0 UMoKy 3aIuKos8oi inghopmayii 3
@izuunux HOCIiB, AKA CMAHOBUMb CEPUO3HY 3a2po3) O ingopmayitinoi 6e3neKku, 0cobaUB0 8 YMOBAX
HeOOMPUMAHHS IONO0GIOHUX cmandapmis. byno uceimieno pisHuyio Midic 102ITHUM BUOAICHHAM Md
QDIBUYHUM CIMUPAHHAM OAHUX, AKYEHMYIOYU Y8a2Y HA Hebe3neyi 8IOH0GIeHHs IHGhopmayii 3i CNUCAHUX
abo eukurymux Hociis. Ilpoananizo6ano 0cHO8HI Memoou canimapusayii Oanux — 102iuHe OUUUeHHS,
00OHYNIeHHs ma Qi3uyHe 3HUWEeHHS HOCIi8, a maKkodxc ixHi nepesacu ma oomedxcenns. Okpemy yeazy
npuUodieno Kpunmozpa@itHomy CImupaHtio K cyyacHomy eqheKkmugHoMy Memooy 3axucmy, 30Kkpema
WIAXOM BUKOPUCMAHHA HOCIIG 3 anapamuum camowugpyeanuam. OKpecieHo npuHyun pobomu
MAaKux HAaKonuuysavis, ix nepesazu ma 6i0OMi 8pasiueocmi. 3podneHo 8UCHOBOK w000 cghepu
BUKOPUCMAHHA KPUNMOSPAPIuHO020 CMUPAHHA K 3aco0y 3aXucmy 3anuuikosoi iHgopmayii 6io
BUMOKY.

Knrwouoei cnosa: eumix inpopmayii, sanuwxosa inghopmayis, mexuiyHut 3axucm iHgopmayii,
Kpunmozpagiune cmupanHs, camo uu@pysanHsi.

Berym.

B cydacHOoMy CBITI pOo3BUTOK KiOep3arpo3 JOCSAT TaKOro PiBHS IO MPOTHIIS M
CTa€ YaCTUHOIO TOBCSAKICHHOTO >KUTTS HE JUIIE CIEialicTiB 3 1HGopMaliiftHoi
Oe3IeKku, a ¥ 3BUYailHUX TpoMajasH. Y 3B’SI3KY 3 YUM OCOOJMBO aKTYaJbHUMH € SIK
po3poOKa IHCTPYMEHTIB 3aXMCTy BiJ PI3HUX BHUJIB 3arpo3, TaK 1 MPOBEAEHHS
1H(pOpMaIIITHO-IPOCBITHULIBKOT POOOTH Cepell KOPHUCTYyBadiB LHU(POBUX MPHUCTPOIB
JUIS MIHIMI3aIlii PU3HKIB 3 HIMHM TIOB’ I3aHUX.

B Mexax Takoi AisUTBHOCTI TpoOJeMaTHKa TEXHIYHOTO 3axXWCTy iHdopmaiii
3HAXOJIUThCS B MEMIHMHIA «TiHI». A 11 OOrOBOpPEHHS PIJIKO BHXOIUTH 3a MEXKI
npodeciiftHux kis. BogHouac okpemi ii aclieKTH MarTh 0COOJIMBE 3HAUCHHS came IS
MOOYTOBUX KOPHUCTYBaudiB Ta HEBEJIUKUX opraizamiii. OCKUIbKH TakKi KOpPUCTyBaul
31€OUIBIIOT0 HE JOTPUMYIOTHCSI BUMOT MDKHAPOJIHUX CTaHAAPTIB (HAIPHUKIIA]

ISO/IEC 27040), abo k He BOJOIIIOTH TOCTATHIMU pecypcamu AJis iX 3aCTOCYBaHHS
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Ha rpakTuill. /J[o Takux acmeKkTiB BIIHOCHUTHCS 3amo0iraHds BUTOKY iHdopmMartii gepes
MaTepiaibHO-TEXHIYHI KaHajliM, UUIIXOM 300py 1 BiIHOBIEHHs 1HGoOpMarii Ha
CIUCaHUX (BUKMHYTHUX) (DI3UYHUX HOCISX.

MeTo1o cTarTi € PO3KPUTH MPOOJIEMATHUKY BHUTOKY 3aJMIIKOBOI 1H(opmarlii 3
(b13MYHKMX HOCIIB Ta 3aMpPONOHYBATH HAMPSMKHU PO3B’SI3aHHS 11€1 MPoOIeMHU.

OCHOBHUIT TEKCT

Butik 3anumikoBoi iH(popmaliii € cepiio3HOI0 3arp03010, OCKUIBKH BiH JT03BOJISIE
HECaHKI[1I0HOBAHO BIJIHOBUTH KOH(DIACHIIIIHI JaH1 HABITh MICIs TOTO, K KOPUCTYBad
4y cucrema HIOWTO iX Bumamwiu. Ll 3arpo3a BuHHMKae 4yepe3 (PyHAAMEHTAIbHY
PI3HUITIO MiXK JIOTITYHUM BUIICHHSAM Ta (PI3MYHUM CTUPAHHSIM JIaHWX Ha HOCII, sIKa He
3aBXKJIM 3pO3yMila KOpPUCTyBadaMm. Y HHUX 4YacTO BUHHKAE 1TI031S BUJAAJICHHS
iH(opMallii, Ko BOHU BUAAISAIOTH (aliiii y 3BUYalHINA onepaniiiHii cuctemi. [Ipote
oreparliiHa cucteMa He ctupae (i3uuHi OITH JaHUX MO 3aMOBYYBaHHIO. HaroMmicTh
BOHA JIMIIIe BUJAJIS€ TOCUIIAHHA Ha 11ei (aiin y Tabnuili (paiaoBoi CUCTEMH BTpayarouyu
3B’SI3HICTH 1H(POpMaLlli HE 3HUILYIOUM 0€3M0CcepeHbO JaHl.

[Tonpu Te MmO BUTOKaM JaHUX Yepe3 XaKEepChbKl aTaku MNPUILISEThCA Oararo
MEJIIMHOI yBaru, BCe K HalluacTillle BUTIK B1I0YBAa€ThCS HE YEPE3 HUX, a UepPe3 HEBIPHE
MOBOJ/KEHHS 3 00JIaJHAaHHSAM, SIKE BUBOJUTHCA 3 ekcruryaTarlii. [1] Tak komm'roTepw,
cepBepu, MOOUTbHI TeaehOHM YU MPUHTEPU 3 SKOPCTKUMH JUCKAMU MOXKYThb
MpOJIaBaTUCh Ha BTOPUHHOMY pHUHKY 4YHM [€pEAaBaTUCh IHIIMM MiIPO3ALIaM
opranizaiiii, ado >k BUKMJATHCTh Ha CMITHHK O€3 HaJeXHOI caHiTapu3allii HOCIIB
iHdopmMmarii. Takum ynHOM Oyjb-siKa 0c00a, sika OTPUMAE JOCTYI JI0 CTapOro HOCi,
MO>K€ BIJIHOBUTU KPUTUYHY 3aJUIIKOBY 1HPOPMAILIIIO 3aCTOCOBYIOUH IIUPOKUIN CIEKTP
CIeL1aJII30BaHOr0 MPOrPaMHOr0 Ta anmaparHoro 3a0e3MEeUeHHs Ta 3aBAAaTH IIKOIU il
BJIACHUKY.

3anumkoBa iHpOpMalis — e JAaHi, fAKi (i3UYHO 30epiraloThCs Ha HOCIT
(xopctkomy mucky, SSD, duem-mam'siTi Tomo) micns TOTo, SIK iX OyJO JOTIYHO
BUJIAJICHO 3a JOTIOMOTO0 CTaHJAPTHUX 1K onepaliiHoi cucteMu: opMaTyBaHHS a00
nepesanucy. li HasBHICTb Ha HOCIi TiC/A 3aBeplLIEHHs CTPOKY HOTo eKCILTyaTarii €

MPSIMOIO 3arpo3010 OE3Mell, OCKUTBKU J03BOJISE JIETKO BITHOBUTH KOH(D1ICHITIHHI AaHI.
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OxpeMoro mpoOIEMOI0 3HHINECHHS 3aIMINKOBOI iH(popMallii € Takok ¢i3u4Hi
BJIACTUBOCTI HOCIiB 1H(oOpMaIlii, sIKi YMOKJIUBIIOIOTH ii BIATBOPEHHS HABITh IMICIIS
nepe3anucy. Tak B )KOPCTKUX JMCKAaX MarHiTHa MOBEPXHS MOXe 30epiraTu JaHi 110 8
Nepe3aruciB, a Cy4yacHl TBEPAOTUIbHI HAKOMHMYyBayl BUKOPUCTOBYIOTH TEXHOJIOTIIO
BUpiBHIOBaHH 3HOCY (Wear Leveling), 1o mie Ouiblie yCKIaaHIOE HalliiHEe CTUpaHHS.

Jns  3amoOiraHHs ~ BUTOKY — 3ajJUIIKOBOI  1H(popmamii  31e0uIh1Ioro
BUKOPHCTOBYIOTh METOM CaHiTapu3allii HOc1iB. Jlo HUX BIJHOCSTH:

1. ounIIeHHS — KOJIM 3MIACHIOETHCS JIOTIYHUMA TIepe3anuc AaHUX Ha HOCIi 3a
JIOTIOMOTOI0 TIPOTPAMHOr0 3abe3meueHHsl (HampHKIaj, Mepe3amuc HyJIsaMu alo
BUIIaJJKOBUMHU MOCTIIOBHOCTSIMH ). BOHO 3axwiiae Big MpOCTUX MPOTPAMHUX aTaK, ajie
MOXe OyTH HEIOCTaTHHO HAIIWHUM [IJI1 BUCOKOUYTJIIMBUX JaHUX, OCKUIBKH HE
rapaHTy€e OYHUIIEHHS BCIX MpuXxoBaHuX objnacrei (Hanpukiaa, Reallocated Sectors).

2. oOHyneHHsT — OuIbIl TIMOOKUH MeToa, 0 3a0e3ledye HE3BOPOTHICTH
BUJIAJICHHSI HABITh JUIsl CKJIAAHUX HociiB. [IpoTe BiH Bce X HE rapaHTye IMOBHY
HEMO>KJIUBICTh BITHOBJIECHHS JaHUX Ha (DI3UYHOMY PIBHI.

3. pi3uyHe 3HULIEHHS — METOJ1 SIKUM nepeadadae Ppi3uyHe MOLIKOKEHHS HOCIS
70 CTaHy, KON MOTO BIHOBJCHHS CTaHE CTATUCTUYHO HEMOXIUBUM. [lns 11poro
3aCTOCOBYIOTHCS:

» mpenepyBaHHs — (i3udHEe MOJMPIOHEHHS IWCKAa HA APIOHI YacTUHKHU (po3Mip

YaCTHHOK Ma€ BIJIMOBIIATH BUMOTaM OE3IMEKH);

» po3Mar"iuyBaHHS — 3aCTOCYBaHHS MOTY>KHOTO MarHiTHOTO TIOJIS JJISI OOHYJICHHS

MarHiTHUX IOMEeHIB (mpairtoe aute ais HDD);

» CIIatOBaHHs a00 TUTaBIIEHHS — BUCOKOTEMIIepaTypHa o0poOka MaTepiaay HOCIs

710 HE3BOPOTHOT 3MIHHM MOT0 (PI3MYHKUX BJIACTUBOCTEH.

[Ipote 3a3HayeH1 METOU MOXKYTh OyTH €(EKTUBHUMH JIUIIIE 32 YMOBU HAsIBHOCTI
YITKOTO OpraHizaliiHoro Ta (YHKIIOHAJHLHOTO YIPaBIiHHS I1HPOPMAIIHHOIO
O€3MeKO0 TPHUCTPOiB, a TaKoX NPH HASBHOCTI BIAMOBIIHOTO amapaTHOTO
3abe3nedyeHHs. J[7s BUKOpUCTaHHS B MOOYTOBUX yMOBaX, a00 K YMOBaX HEBEIMKUX
oprasizailiii 3aCTOCyBaHHsI TAKHX METO/IIB MOKE HIBEJIFOBATUCH JIFOJACHKUM (haKTOPOM,

OpakoM pecypciB, a00 K MPOCTOIO HETOATICTIO.
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Jlns MiHIMI3aIli 3a3HAYEHUX PU3HKIB JOMUIBHO BUKOPHUCTOBYBAaTH CHCTEMHM SIKi
3MIICHIOIOTh HACKpI3HE MuU@pyBaHHS yCiX JaHUX M0 30epiraroThcs Ha AUCKy. Lle
J03BOJIUTH FApPaHTYBATH, 110 HABITh 32 YMOBU 3YMTYBAaHHS 3JJOBMUCHUKOM JaHHUX Ha
b13u4HOMY HOCI1, 0e3 KiItoya mu@pyBaHHS BiH HE 3MOK€ BIAHOBUTH 1H(POpPMAILIiO KA
OyJia TaM 3arvcaHa.

Takuii miaxig Mae Ha3By «kpunrorpadiune crupanss». Lle metoy canitapu3zarii
HOCIs, SIKUI TOJISITa€ HE Y 3HUILEHHI CAaMUX JIaHUX, a Y 3HUIIEHHI KPUNTOrpadpiyHOTO
KJTI0Ya, KM BUKOPUCTOBYBABCSA Ui iX mmdpyBaHHs. J(OCATHEHHS 11i€T METH MOXe
OyTH 3711ICHEHO SK TPOTPAMHUMHU TaK 1 arlapaTHUMHU METOJaMH a00 XK iX KOMOIHAITI€10.

Jlnst  mporpaMHMX METOMIB HACKpI3HOTO MU(pyBaHHA € TPUTAMAHHUM
BUKOpUCTaHHS a0o BOymoBaHOro pimeHHs omnepamiinoi cuctemu (BitLocker,
FileVault, LUKS Tomo), abo croponubsoro pimenss (VeraCrypt, VeraCrypt To11o),
a60 BOYI0BaHUX ITPOTOKOJIIB MOBU PO3POOKH IIPOrpaMHOTr0 HPOAYKTY. IX HepeBaroro
€ TPOCTOTAa HaJAIITYBaHHA 1 EKCIUTyaTailii, a TaKoXX MOXJIUBICTh KOIIIOBaHHS
mupoBaHUX JAaHUX MDK HOCISIMM 0€e3 HEOOXIJHOCTI iX MONepeaHbOro
nemdpysanns. [Ipore 10 HEMOMIKIB CIi BIIHECTH TE, 1[0 BOHU HE 3a0€3MEYyIOTh
MOBHOTO MM (pYBaHHA YCIX JaHUX B cucTeMl. Tak BiacHe cama orepaijiiiHa cucrema
Ta 1l cucTemMHi Qaitmi OyIyTh 3aMHUIIATACH HE 3amu(POBAHUMH 1 BPA3IUBUMH JIJIS
BiJTHOBJIEHHS Ticys BunaineHHs. Tun mudpyBanus AES

Hackpizne amaparHe mm@pyBaHHS — 1€ KOHIEMIiA, SKa MOEIHYE MPUHITUIU
HAaCKpI3HOTO MpOorpaMHOro MmMU(pyBaHHS 1 BHKOPUCTAHHS CIHEIlaIi30BaHOTO
amapaTHOro 3a0e3IeueHHsl JIJIi BUKOHaHHS BCiX KpunTorpadiyHux omeparliii. BoHo
3a0e3neuye BUCOKUM pIBEHb O€3MEeKH, OCKUIbKM KIIOYl IHU(PPYBaHHA HIKOJIU HE
MOKUJAIOTh 3aXUIIEHE armapaTHe cepenoBuiie. BoHO Takoxk ycyBae pu3HKH, MOB'sA3aHi
3 MPOrpaMHUM 3a0€3MEUEHHSAM, TaKl K aTaka MOOIYHMMM KaHajaMu. A 3a paxyHOK
TOTO L0 KJIIOYl MH(pyBaHHS 30€pIratoThCs B amapaTHid MmaM'aTi, TO 11e He JO3BOJIsE
MIKIJTABOMY TTPOTrPaMHOMY 3a0€3MEeYSHHIO YU OTepaIliiHii CUCTEM1 OTPUMATH JI0 HUX
JOCTYTI.

OcTraHHE BOJHOYAC € 1 HEJOJIKOM, OCKUIBKM IS JOCTYITY A0 iH(opMarlii 1o

30epiraeTbcs Ha 3MIHHUX HOCISIX HEOOX1THO 3aBK /A1 MaTH (PI3MUHUIA TOKEH 3 KIIFOYaMHu
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JOCTymy. A BTpara KJIH4a JOCTYIY YHEMOJIMBHUTHb BITHOBJICHHS 3alIM(PpPOBAHUX
TaHUX.

Ta Hailkpammx pe3yJbTaTiB MOXKHA JOCSIITH Ha MPUCTPOSIX SKI YCIIIIHO
KOMOIHYIOTb 111 1Ba MeToAu. Ha chorogHIIIHINi JeHb ICHYE JIIHIKa HAKOMUYYyBaYiB sK1
NIATPUMYIOTh anapatHe camomu@pysanns (Self-Encrypting Drives, SED). KitouoBoi
iX 0COOJMBICTIO € BUKOPHUCTAHHS MIBUAKUX aJTOPUTMIB MKU(PYBaHHA HAa HU30BOMY
piBHI, 110 J03BOJIsiE 30€epiratv AaHi Ha HOCIT y 3amupoOBaHOMY BUTJISII, BOAHOYAC
00po6Kka iH(popMaIlil CHCTEMOIO MICHs 11 3UUTYBaHHS BiIOYBa€eThCs y A€M POBAHOMY
BUTJISIAI, 110, B CBOIO 4epry, He moTpedye 3MiH y poOOTi omepariiHuX CHCTEM Ta
MPUKIIATHOTO MPOTPAMHOT0 3a0€3MEeYeHHS.

[Tpuniun po6oTH podOTH TAKOi CUCTEMHU MA€ BUTIISI:

1. mouarkoBe muM@pyBaHHs: HakonuuyBad 3 SED mMae BOyqoBaHuUi KOHTpoOJIEp,
AKUW TOCTIMHO MmM(py€e BCl JaHl, M0 3aMKMCYIOThCS Ha JIUCK, BUKOPUCTOBYIOUH
yHikaneHui Kitou mudpysanns ganux (Data Encryption Key, DEK).

2. 3axucr kmoya: ueid DEK, y cBoro uepry, 3ammdposanuii Kirouem aBropuzarii
(Authorization Key), sikuii HanaeTbcst KOpUCTyBaueM (200 CUCTEMOIO).

3. mnpouec ctupanHs (CE): Komu 3amyckaeTbcs KOMaHaa KpUOTOrpadiqHOIrO
CTUPaHHS, KOHTPOJEp NWCKA HE TMEepe3anucy€e MUTbIPAN KOMIPOK IMaM'ATi. 3aMiCTh
IIOT'0 BIH POOHTH OJIHY 3 JIBOX PEUCH:

— 3uunrye DEK (kimtou mmdpyBanHs ganux), abo
— renepye HoBuit DEK Tta mmdpye HuM auck.

4. Pesynbrat: Ockinbku crapuii DEK 3uuteno (abo BiH cTaB HEJOCTYITHUM), BC1
JlaH1 Ha TUCKY 3aJIMILAI0THCS 3alIM(POBAHUMHU CTAapUM KIIIOUEM, ajie IX HEMOXKIIUBO
po3mudpyBaTH, OCKUIBKM KIIt04 O€3MOBOPOTHO BTpaueHo. /s Oyab-Koro, XTo
cripoOye BITHOBUTH JiaHi, BOHU OYJIyTh BUTJISIATH SIK BUITQJIKOBUM, HEUNTAOCITbHUIMA
HaOi1p OIT.

JIo KIIOYOBUX HEJOJIKIB TAaKOTO pIIIEHHS € YyTJIMBICTH JIO anapaTHOTO
3a0€3MeUYeHHs: CTapl Y JIeNIeBl HAKONMMW4YyBadl MOXyTh He mMath QyHkuii SED, a
TaKOX MOTpeda y BCTAHOBJIEHHI CHEN1aT130BaHOI0 MPOrpaMHOro 3ade3neyeHHs: abo

BIOS/UEFL
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Takox cig BIAMITUTH HU3KY JOCHIDKCHb HAAIMHOCTI HAKONMUYYBadiB 3
anmapatHuM camomu@pyBanHsiM siki y 2019 poii mokaszanu HasBHICTh amapaTHOi
Bpa3JIMBOCTEH B OaraTbOx IMONYJISAPHUX HakonmuuyyBadax 3 (Qyskuiero SED [2].
BpaznuBicTs Bupaxanach B peanizaiii anroputmy AES Ta ynpaBiiHHI KJloYaMHu Ha
PiBHI IPOIIUBKH JUCKY. 30KpeMa OKpeMi MO/ielli He TPUB’ A3yBaJIU KJIH0Y IU(GpyBaHHS
IUCKY J10 TapOoJIsi KOPUCTYBaua, 1110 103BOJISIIO OO1MTH 1iei piBeHb 3aXHCTy. B Toii yac
SK 1HIII BUPOOHUKHU 3JIMIIAIA MPOCTUUA MAMCTEP-KIIOY O KPUNTOAITOPUTMY, IO
J03BOJISIJIO HOTO ITHOPYBATH.

BusBneni mpobiieMr moxuTHyIW NOBipy KopuctyBauiB m1o SED cumcrem, Ta
CIIOHYKaJIA JIOTIOBHIOBATH BOYJIOBaHE amaparHe MM(ppPyBaHHS MPOTPAMHUM, B SKOMY
TaKOX 3 yacoM OyJI0 3HAMIEHO BPa3IuBOCTI

Ta nompu HassBHI 0OMEXKEHHS Ta BPa3IUBOCTI (5Kl HE JO3BOJIAIOTh TapaHTYyBaTH
BUCOKHU PiBEHb KpUNTOrpadiuHOro 3aXucTy iH(opMallii Ha JUCKY), BUKOPUCTAHHS
KpUINITOrpaiuHOro CTUPaAHHS € MPIOPUTETHUM BUOOPOM [JISl IIBHJAKOI Ta HaIIAHOT
caHiTapu3alii cyyacHux SSD-Hakonu4yBayiB.

BucHoBku

3ano0iraHHss BUTOKY 3aJMIIKOBOI 1H(QOpMaLli € BaXXJIUBUM €JIEMEHTOM
3a0e3neYeHHs] TEeXHIYHOro 3axucTy iHQopMallii. BoHO BHMarae KOMIUIEKCHOTO
MIXOMy Ta y3TOJKEHHS OpraHi3alliiHUX 1 TEXHIYHUX pIeHb. | ockibku (i3udHe
3HUIIECHHS HOCISI € C€KOHOMIYHO Ta pecypco3aTpaTHHUM, a OpraHi3aiiifHl 3aXxojau
MOXYTh OyTH Hee(HEKTUBHUMU Uepe3 JHOJACHKUM (DaKTOp TO JUIs 3a100IraHHS BUTOKY
iHopMallii JOUUIBHO CKOPHCTAaTHCh CICHiali30BaHUM IPOrpaMHO-anapaTHUMHU
3aco0aMu SIK1 103BOJISIIOTH 31MCHIOBATH KpunTorpapiyHe CTUPAHHSL.

3acToCyBaHHS HOCIIB 3 aapaTHUM caMOII(pPyBaHHSAM J03BOJISE:

v’ 3ailficHIOBaTH O0XiJ MPHXOBaHMX OOJAcTedl sAKi BUHHMKAaKOTH B SSD mim yac

MepeMIlIeHHS JaHUX KOHTPOJIEPOM JHCKY.

v/ IPUCKOPUTH TIPOLEC OYMIIEHHS IUCKY, OCKLILKU BiH He MOTpedye Iepe3anucy

BCIX KOMIPOK JHICKY, a JIUIIIE KOMIPOK B SIKMX 30€piracThbcs K04 muQpyBaHHs.
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Abstract. The article examines the problem of protection against residual information leakage
from physical media, which poses a serious threat to information security, especially in conditions
where relevant standards are not fully adhered to. The paper highlights the difference between logical
deletion and physical data erasure, emphasizing the danger of data recovery from decommissioned
or discarded storage devices.

The core data sanitization methods — logical clearing, purging (zeroing), and physical
destruction of media — are analyzed, along with their advantages and limitations. Special attention
is paid to cryptographic erase as a modern, effective protection method, particularly through the use
of self-encrypting drives. The paper outlines the operating principle of such drives, their benefits, and
known vulnerabilities. A conclusion is drawn regarding the scope of using cryptographic erasure as
a means of protecting residual information from leakage.
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